
I n t e r n e t  P r i v a c y  T i p s  f o r
R e m o t e *  S u i c i d e  R i s k
A s s e s s m e n t  w i t h  Yo u t h  

Store youth information (e.g., email

addresses) in an encrypted computer

system and use encrypted point-to-

point technologies when

video conferencing. 

Ensure virtual session hosting platform

is compliant with relevant health privacy

law in your area.

Give each youth a unique, non-
identifying username and password.

Determine who is in the room on both

sides (other than the youth and service

provider), and ensure that the people in

the  rooms meet privacy law

requirements.

Send virtual session invitations
via a secure and encrypted email.
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*Remote environments include online communication platforms (e.g., Zoom, Teams)
and/or the phone. 


